
Federal Register/Val. 71, No. 7 /Wednesday, January 11, 2006/Notices 1867 

SAFEGUARDS: 

Access to, and use of, these records is 
limited to those persons whose official 
duties require access. Access http:// 
www.socialsecurity.gov/foia/bluebook/ 
app_g.htm for additional information 
relating to SSA data security measures. 

RETENTION AND DISPOSAL: 

These records are maintained up to 
one year after the counselor or 
investigator ceases to participate in the 
volunteer program, at which time they 
are destroyed. 

SYSTEM MANAGER(S) AND ADDRESS(ES): 

Associate Commissioner, Office of 
Civil Rights and Equal Opportunity, 
6401 Security Boulevard, Room 2200 
West High Rise Building, Baltimore, 
Maryland 21235-6401. 

NOTIFICATION PROCEDURES: 

An individual can determine if this 
system contains a record about him/her 
by writing to the system manager(s) at 
the above address and providing his/her 
name, SSN or other information that 
may be in the system of records that will 
identify him/her. An individual 
requesting notification of records in 
person should provide the same 
information, as well as provide an 
identity document, preferably with a 
photograph, such as a driver's license or 
some other means of identification. If an 
individual does not have any 
identification documents sufficient to 
establish his/her identity, the individual 
must certify in writing that he/she is the 
person claimed to be and that he/she 
understands that the knowing and 
willful request for, or acquisition of, a 
record pertaining to another individual 
under false pretenses is a criminal 
offense. 

If notification is requested by 
telephone, an individual must verify 
his/her identity by providing identifying 
information that parallels information in 
the record to which notification is being 
requested. If it is determined that the 
identifying information provided by 
telephone is insufficient, the individual 
will be required to submit a request in 
writing or in person. If an individual is 
requesting information by telephone on 
behalf of another individual, the subject 
individual must be connected with SSA 
and the requesting individual in the 
same phone call. SSA will establish the 
subject individual's identity (his/her 
name, SSN, address, date of birth and 
place of birth, along with one other 
piece of information, such as mother's 
maiden name) and ask for his/her 
consent in providing information to the 
requesting individual. 

If a request for notification is 
submitted by mail, an individual must 
include a notarized statement to SSA to 
verify his/her identity or must certify in 
the request that he/she is the person 
claimed to be and that he/she 
understands that the knowing and 
willful request for, or acquisition of, a 
record pertaining to another individual 
under false pretenses is a criminal 
offense. These procedures are in 
accordance with SSA Regulations (20 
CFR 401.40(c)). 

RECORD ACCESS PROCEDURES: 

Same as Notification procedures. 
Requesters should also reasonably 
specify the record contents being 
sought. This procedure is in accordance 
with SSA Regulations (20 CFR 
401.40(c)). 

CONTESTING RECORD PROCEDURES: 

Same as Notification procedures. 
Also, requesters should reasonably 
identify the record, specify the 
information they are contesting and the 
corrective action sought, and the 
reasons for the correction, with 
supporting justification showing how 
the record is incomplete, inaccurate, 
untimely or irrelevant. This procedure 
is in accordance with SSA Regulations 
(20 CFR 401.65(a)). 

RECORD SOURCE CATEGORIES: 

Information in this system of records 
is obtained from individuals to whom 
the record pertains, SSA or other 
officials, official documents relating to 
appointments and case assignments as 
counselors and investigators, 
correspondence from specific persons or 
organizations, formal reports submitted 
by the individual in the performance of 
official volunteer work. 

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS 
OF THE PRIVACY ACT: 

None. 

SYSTEM NUMBER: 60-Q255 

SYSTEM NAME: 

Plans for Achieving Self-Support 
(PASS) Management Information 
System, Social Security Administration, 
Deputy Commissioner for Operations, 
Office of Public Service and Operations 
Support. 

SECURITY CLASSIFICATION: 

None. 

SYSTEM LOCATION: 

Social Security Administration, 
Deputy Commissioner for Operations, 
Office of Public Service and Operations 
Support, 6401 Security Boulevard, 
Baltimore, Maryland 21235. 

In addition, Plans for Achieving Self
Support (PASS) documents may be 
temporarily transferred to other 
locations within the Social Security 
Administration (SSA). Contact the 
system manager to inquire about these 
addresses. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

This system maintains information on 
disabled and blind individuals who are 
Supplemental Security Income 
applicants or recipients and who have 
submitted plans for achieving self
support under sections 1612(b)(4)(A), 
1612(b)(4)(B), and 1613(a)(4) of the 
Social Security Act. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

This system contains the beneficiary's 
name; Social Security number (SSN); 
disability diagnosis; occupational 
objective; information as to whether the 
individual's plan was developed by a 
third party and, if so, the identity of the 
third party; if the PASS was 
disapproved, terminated or suspended, 
the basis for that action; information 
relating to his or her earnings and 
employment at the beginning and end of 
the PASS; the nature and costs of those 
goods and services which the individual 
has purchased or proposes to purchase 
under his or her plan; information about 
goods and services actually purchased 
with respect to an approved plan; and 
information about plans that were not 
approved (e.g., the basis for denial of 
approval of a plan). 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Sections 1602, 1612(b)(4)(A), 
1612(b)(4)(B), and 1613(a)(4) of the 
Social Security Act (42 U.S.C. 1382, 
1382a, 1382b). 

PURPOSES: 

SSA uses the information in the 
system for workload control, program 
evaluation purposes and to help 
determine the number and types of 
individuals that are successfully 
returning to work as a result of the 
PASS. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Disclosure may be made for routine 
uses as indicated below. However, 
disclosure of any information defined as 
"returns or return information" under 
26 U.S.C. 6103 of the Internal Revenue 
Code will not be disclosed unless 
authorized by a statute, the Internal 
Revenue Service (IRS), or IRS 
regulations. 

1. To third-party contacts when the 
party to be contacted has, or is expected 
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to have, information relating to the 
individual's PASS, when: 

(a) The individual is unable to 
provide the information being sought. 
An individual is considered to be 
unable to provide certain types of 
information when: 

(i) He or she is incapable or of 
questionable mental capability; 

(ii) He or she cannot read or write; 
(iii) He or she cannot afford the cost 

of obtaining the information; 
(iv) He or she has a hearing 

impairment, and is contacting SSA by 
telephone through a 
telecommunications relay system 
operator; 

(v) A language barrier exists; or 
(vi) The custodian of the information 

will not, as a matter of policy, provide 
it to the individual; or 

(b) The data are needed to establish 
the validity of evidence or to verify the 
accuracy of information presented by 
the individual in connection with his or 
her PASS; or SSA is reviewing the 
information as a result of suspected 
abuse or fraud, concern for program 
integrity, quality appraisal, or 
evaluation and measurement activities. 

2. To a congressional office in 
response to an inquiry from that office 
made at the request of the subject of the 
record. 

3. To the Department of the Treasury, 
Internal Revenue Service, for the 
purpose of auditing the Social Security 
Administration's compliance with the 
safeguard provisions of the Internal 
Revenue Code of 1986, as amended. 

4. To the Office of the President for 
the purpose of responding to an 
individual pursuant to an inquiry 
received from that individual or from a 
third party on his or her behalf. 

5. To a contractor or another Federal 
agency, as necessary for the purpose of 
assisting the Social Security 
Administration (SSA) in the efficient 
administration of its programs. We will 
disclose information under this routine 
use only in situations in which SSA 
may enter into a contractual or similar 
agreement with a third party to assist in 
accomplishing an SSA function relating 
to this system of records. 

6. To the General Services 
Administration and the National 
Archives Records Administration 
(NARA) under 44 U.S.C. 2904 and 2906, 
as amended by the NARA Act of 1984, 
information which is not restricted from 
disclosure by Federal law for the use of 
those agencies in conducting records 
management studies. 

7. To the Department ofJustice (DOJ), 
a court or other tribunal, or another 
party before such tribunal, when: 

(a) SSA or any component thereof, or 

(b) Any SSA employee in his or her 
official capacity, or 

(c) Any SSA employee in his or her 
individual capacity when DOJ (or SSA 
when it is authorized to do so) has 
agreed to represent the employee, or 

(d) The United States or any agency 
thereof (when SSA determines that the 
litigation is likely to affect the 
operations of SSA or any of its 
components), is a party to the litigation 
or has an interest in such litigation, and 
SSA determines that the use of such 
records by DOJ, a court or other 
tribunal, or another party before the 
tribunal, is relevant and necessary to the 
litigation, provided, however, that each 
case, SSA determines that such 
disclosure is compatible with the 
purpose for which the records were 
collected. 

8. To the Secretary of Health and 
Human Services or to any State, the 
Commissioner shall disclose any record 
or information requested in writing by 
the Secretary for the purpose of 
administering any program 
administered by the Secretary, if records 
or information of such type were so 
disclosed under applicable rules, 
regulations and procedures in effect 
before the date of enactment of the 
Social Security Independence and 
Program Improvements Act of 1994. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Records in this system are stored in 
magnetic media (e.g., computer hard 
drives) and on paper. Paper printouts of 
these data are made when required for 
study. The system also contains 
photocopies of benefit application 
forms, keyed application forms, and 
other claims documentation, when 
relevant to the PASS system. 

RETRIEVABILITY: 

Records are retrieved from the system 
by the name or SSN of the individual 
who submitted the PASS. 

SAFEGUARDS: 

Safeguards for automated data have 
been established in accordance with the 
Systems Security Program Handbook. 
This includes maintaining computer 
disk packs or other magnetic fields with 
personal identifiers in secured storage 
areas accessible only to authorized 
personnel. SSA employees having 
access to the computerized records and 
employees of any contractor who may 
be utilized to develop and maintain the 
software for the automated system will 
be notified of criminal sanctions for 
unauthorized disclosure of information 

about individuals. Also, contracts, if 
any, will contain language that 
delineates the conditions under which 
contractors will have access to data in 
the system and the safeguards that must 
be employed to protect the data. 

Paper documents are stored either in 
lockable file cabinets within locked 
rooms or in otherwise secured areas. 
Access to these records is restricted to 
those employees who require them to 
perform their assigned duties. Access 
http:/ !www.socialsecurity.gov /foia/ 
bluebook!app_g.htm for additional 
information relating to SSA data 
security measures. 

RETENTION AND DISPOSAL: 

Computerized records are maintained 
for a period of six years and three 
months after the end of the fiscal year 
in which final adjudication was made. 
Paper records produced for purposes of 
studies will be destroyed upon 
completion of the study. Photocopies of 
forms and documentation will be 
destroyed upon approval or denial of 
the PASS. Original copies of the forms 
and documentation are maintained in 
the Claims Folder System, 60-0089. 
Means of disposal are appropriate to the 
storage medium (e.g., erasure of disks, 
shredding of paper records, or transfer 
to another system of records). 

SYSTEM MANAGER(S) AND ADDRESS{ES): 

Associate Commissioner, Office of 
Public Service and Operations Support, 
Social Security Administration, 6401 
Security Boulevard, Baltimore, 
Maryland 21235. 

NOTIFICATION PROCEDURES: 

An individual can determine if this 
system contains a record about him/her 
by writing to the system manager(s) at 
the above address and providing his/her 
name, SSN or other information that 
may be in the system of records that will 
identify him/her. An individual 
requesting notification of records in 
person should provide the same 
information, as well as provide an 
identity document, preferably with a 
photograph, such as a driver's license or 
some other means of identification. If an 
individual does not have any 
identification documents sufficient to 
establish his/her identity, the individual 
must certify in writing that he/she is the 
person claimed to be and that he/she 
understands that the knowing and 
willful request for, or acquisition of, a 
record pertaining to another individual 
under false pretenses is a criminal 
offense. 

If notification is requested by 
telephone, an individual must verify 
his/her identity by providing identifying 
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information that parallels information in 
the record to which notification is being 
requested. If it is determined that the 
identifying information provided by 
telephone is insufficient, the individual 
will be required to submit a request in 
writing or in person. If an individual is 
requesting information by telephone on 
behalf of another individual, the subject 
individual must be connected with SSA 
and the requesting individual in the 
same phone call. SSA will establish the 
subject individual's identity (his/her 
name, SSN, address, date of birth and 
place of birth, along with one other 
piece of information, such as mother's 
maiden name) and ask for his/her 
consent in providing information to the 
requesting individual. 

If a request for notification is 
submitted by mail, an individual must 
include a notarized statement to SSA to 
verify his/her identity or must certify in 
the request that he/she is the person 
claimed to be and that he/she 
understands that the knowing and 
willful request for, or acquisition of, a 
record pertaining to another individual 
under false pretenses is a criminal 
offense. These procedures are in 
accordance with SSA Regulations (20 
CFR 401.40(c)). 

RECORD ACCESS PROCEDURES: 

Same as Notification procedures. 
Individuals requesting access to their 
records should also reasonably describe 
the records they are seeking. These 
procedures are in accordance with SSA 
Regulations (20 CFR 401.40(c)). 

CONTESTING RECORD PROCEDURES: 

Same as Notification procedures. 
Individuals contesting the contents of a 
record in the system should also 
reasonably describe the record, specify 
the information they are contesting and 
the corrective action sought, and the 
reasons for the correction, with 
supporting justification showing how 
the record is untimely, incomplete, 
inaccurate, or irrelevant. These 
procedures are in accordance with SSA 
Regulations (20 CFR 401.65(a)). 

RECORD SOURCE CATEGORIES: 

Information in this system is obtained 
from other SSA systems of records such 
as the Claims Folder System, 60-0089 
and the Supplemental Security Income 
Record and Special Veterans Benefits, 
60-0103, from information provided by 
the beneficiary, and from investigations 
conducted by SSA employees relating to 
beneficiaries' PASS activity. 

SYSTEM EXEMPTIONS FROM CERTAIN PROVISIONS 
OF THE PRIVACY ACT: 

None. 

SYSTEM NUMBER: 60-Q259 

SYSTEM NAME: 

Claims under the Federal Tort Claims 
Act and Military Personnel and Civilian 
Employees' Claim Act, Social Security 
Administration, Office of the General 
Counsel. 

SYSTEM CLASSIFICATION: 

None. 

SYSTEM LOCATION: 

Records are located at the following 
Social Security Administration (SSA) 
offices: 

Office of the General Counsel, Social 
Security Administration, Room 617 
Altmeyer Building, 6401 Security 
Boulevard, Baltimore, Maryland 21235. 

IN THE BOSTON REGION (CONNECTICUT, MAINE, 
MASSACHUSETTS, NEW HAMPSHIRE, RHODE 
ISLAND, VERMONT): 

Office of the General Counsel, Chief 
Counsel, Region I, Social Security 
Administration, John F. Kennedy 
Federal Building, Room 625, 
Government Center, Boston, 
Massachusetts 02203. 

IN THE NEW YORK REGION (NEW JERSEY, NEW 
YORK, PUERTO RICO, VIRGIN ISLANDS): 

Office of the General Counsel, Chief 
Counsel, Region II, Social Security 
Administration, Room 3904, 26 Federal 
Plaza, New York, NY 10278. 

IN THE PHILADELPHIA REGION (DELAWARE, 
DISTRICT OF COLUMBIA, MARYLAND, 
PENNSYLVANIA, VIRGINIA, WEST VIRGINIA): 

Office of the General Counsel, Chief 
Counsel, Region III, Social Security 
Administration, P.O. Box 41777, 
Philadelphia, Pennsylvania 19101. 

IN THE ATLANTA REGION (ALABAMA, NORTH 
CAROLINA, SOUTH CAROLINA, FLORIDA, GEORGIA, 
KENTUCKY, MISSISSIPPI, TENNESSEE): 

Office of the General Counsel, Chief 
Counsel, Region IV, Social Security 
Administration, Atlanta Federal Center, 
Suite ZOT45, 61 Forsyth Street, S.W., 
Atlanta, Georgia 30303-8920. 

IN THE CHICAGO REGION (ILLINOIS, INDIANA, 
MICHIGAN, MINNESOTA, OHIO, WISCONSIN): 

Office of the General Counsel, Chief 
Counsel, Region V, Social Security 
Administration, ZOO West Adams Street, 
30th Floor, Chicago, Illinois 60606-
8920. 

IN THE DALLAS REGION (ARKANSAS, LOUISIANA, 
NEW MEXICO, OKLAHOMA, TEXAS): 

Office of the General Counsel, Chief 
Counsel, Region VI, Social Security 
Administration, Suite 130, 1301 Young 
Street, Dallas, Texas 75202-5433. 

IN THE KANSAS CITY REGION (IOWA, KANSAS, 
MISSOURI, NEBRASKA): 

Office of the General Counsel, Chief 
Counsel, Region VII, Social Security 
Administration, Room 535, 601 East 
12th Street, Kansas City, Missouri 
64106-2898. 

IN THE DENVER REGION (COLORADO, MONTANA, 
NORTH DAKOTA, SOUTH DAKOTA, UTAH, 
WYOMING): 

Office of the General Counsel, Chief 
Counsel, Region VIII, Social Security 
Administration, Suite 120, Federal 
Office Building, 1961 Stout Street, 
Denver, Colorado 80294. 

IN THE SAN FRANCISCO REGION (AMERICAN 
SAMOA, ARIZONA, CALIFORNIA, GUAM, HAWAII, 
NEVADA, NORTHERN MARIANNA ISLANDS): 

Office of the General Counsel, Chief 
Counsel, Region IX, Social Security 
Administration, Room 405, 50 United 
Nations Plaza, San Francisco, California 
94102. 

IN THE SEATTLE REGION (ALASKA, IDAHO, 
OREGON, WASHINGTON): 

Office of the General Counsel, Chief 
Counsel, Region X, Social Security 
Administration, 701 Fifth Avenue, Suite 
2900, MIS 901, Seattle, Washington 
98104-7075. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

SSA employees and members of the 
public who have a claim against SSA 
under the Federal Tort Claims Act, and 
SSA employees who have a claim 
against SSA under the Military 
Personnel and Civilian Employees' 
Claim Act. In addition, other 
individuals may be mentioned in the 
records, such as witnesses to accidents, 
attorneys for claimants, insurance 
company personnel, police officers, SSA 
supervisors who completed forms or 
provided information about incidents 
relating to a claim, etc. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Information that is pertinent to a 
claim, such as accident reports, 
statements of witnesses, police reports, 
medical records and bills, estimates for 
repairs to property, insurance policies, 
information on vehicle title and 
registration, legal analysis of the claim, 
final decision on the claim, and 
documents pertaining to any subsequent 
proceedings, such as reconsideration or 
litigation, and vouchers for payment. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Federal Tort Claims Act, 28 U.S.C. 
2671-2680, and 1346(b); Military 
Personnel and Civilian Employees' 
Claims Act, 31 U.S.C. 3721-3723. 


